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WAN LAN Port Forward DMZ Port Setting Routing Advance

INTERNET
WAN IP Mode:

Static IP - Set the IP Address, Subnet
Mask and Default Gateway that you

WAN

Connect Name 1_MANAGEMENT_VOICE_INTERNET_R_VID ~ Delete Connect .
have gotten from you ISP provider.
Service MANAGEMENT_VOICE_INTERNET v
1P Protocol Version IPv4 v DHCP- You will get an IP
y Address,Subnet Mask and Default
WAN IP Mode Static v Gateway from some DHCP Server.

MAC Address Clone Disable |
PPPOE - Set the PPPoE Account and
NAT Enable Enable VJ PPPOE Password that you have gotton

Overwrite NAT IP ‘ from your ISP provider.

VLAN Mode Disable |

VLAN ID [ (1-4094)
Static

1P Address AT =

Subnet Mask 255.255.255.192 |

Default Gateway 217. 1 ‘

DNS Mode Manual

Primary DNS p17.223232 |

Secondary DNS 92.62.34.61 |

Port Bind

Port_1 Port_2 Port_3 Port_4
Wireless(SSID) Wireless(SSID1) Wireless(SSID2) Wireless(SSID3)

Note: A port can be mapped to only a single WAN profile. If a port is selected in multiple WAN profiles then, only the most
recent selection is retained.

Save Cancel Reboot
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IPv6 Advanced IPv6 LAN DDNS QoS Port Setting Routing Advance

PC Port(LAN):

PC Port(LAN)

PC Port(LAN) NAT - The product will be same as a

router.

Local IP Address 192.168.11.1

Local Subnet Mask 255.255.255.0 . .
Bridge - The LAN port is same as the

Local DHCP Server Enable v WAN port.

DHCP Start Address 192.168.11.2

DHCP End Address 192.168.11.254 Local DHCP Server - It will assign the

T IP Addressed set here to devices that

DNS Mode Manual | connect to the LAN port.

Primary DNS 192.168.11.1

Secondary DNS 8.8.8.8

Client Lease Time(0-86400s) 86400

DHCP Client List
DHCP Static Allotment
|
Delete Selected Add  Edit
DNS Proxy Enable v

Save | Cancel = Reboot
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Basic Wireless Security WMM WDS WPS Advanced

Basic Wireless Settings
ireless Network

Radio On/Off Radio Off
Wireless Connection Mode AP v

Network Mode 11b/g/n mixed mode \

Multiple SSID CAMBIUM_2.4GHz_| Enable (] Hidden (] 1solated (] ~ Max Client 16
Multiple SSID1 AMS-Router 5 Enable M Hidden [] Tsolated [ ]  Max Client 16
Multiple SSID2 Enable (] Hidden (] Isolated (] ~ Max Client 16
Multiple SSID3 Enable (] Hidden (] Isolated (1  Max Client 116
broadcast(SSID) @ enable O pisable
AP Isolation OeEnable @ pisable

MBSSID AP Isolation QOEnable @ Disable
BSSID 00:04:56:07:2A:68
Frequency (Channel) Auto

HT Physical Mode

Operating Mode ® Mixed Mode O Green Field
Channel BandWidth O20 ®20/40
Guard Interval O Long @® short
Reverse Direction Grant(RDG) O pisable ® Enable
STBC O pisable @ Enable
Aggregation MSDU(A-MSDU) ®pisable O Enable
Auto Block ACK O pisable @ Enable
Decline BA Request @ pisable O Enable
HT Disallow TKIP O pisable @ Enable
HT LDPC ®pisable O Enable

Cancel | Reboot
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Basic Wireless Security WMM WDS WPS Station Info Advanced

WIFI Security Setting
Select SSID

SSID choice CAMBIUM_2.4GHz_072A68
"CAMBIUM_2.4GHz_072A68"
Security Mode WPA2-PSK

WPA
WEA Ngorithms Otapr @aes O TKIPAES
Pass Phrase rnm—

Key Renewal Interval 3600 sec (0 ~ 86400)

Access policy
Policy Disable v
Add a station MAC ( The maximum rule count is 64 )

Save = Cancel = Reboot




